Information Systems Security Analysis Student Agreement

To: The Governors of the University of Calgary (the “University”)

Student Data:
Name: _____________________________ (the “Student”)  Student ID#: __________________
Phone: _____________________________  Fax: _____________________________
E-mail address: _____________________________

In consideration for being entitled to participate in the Information Systems Security Analysis course offered by the University (the “Course”), the Student agrees as follows:

1. The Course content involves working with tools and techniques that, if not used in a professional and responsible fashion, empower the Student to cause damage and hardship to the University and/or to others. The Student acknowledges and agrees that the purpose of the Course is not to train the Student in illegal behaviour or criminal mischief, but rather to impart a mindset and knowledge that enables the student to understand how best to protect computer and information systems and to disclose flaws and vulnerabilities responsibly to appropriate parties and authorities.

2. From such time as the same are provided by the University’s Department of Computer Science or by any other department or faculty of the University to the Student, the Student agrees to abide by and comply with all protocols, procedures, acceptable use policies and regulations established by the Department of Computer Science or otherwise by the University, as the same may be amended from time to time, (the “Policies”) and including, without limitation, such as are provided in connection with and govern:

   (a) participation in the Course;

   (b) the use of and the Student’s conduct regarding the use of programs, code, print outs, and other materials (whether in hard or soft copy, or otherwise) used or developed in or derived from the Course instruction or content (such materials collectively and any part or component thereof referred to herein as “Course Materials”).

3. The Student acknowledges that he or she has received a copy of the “CPSC 601: Information Systems Security Analysis Statement of Ethical Considerations” which is a Policy.
4. The Student acknowledges his or her responsibility in ensuring that the Course Material is not used for any purpose contrary to public policy, including random or malicious use on University computer networks, servers, facilities or computers (other than use in the Course Lab in accordance with the Course instruction and Policies) or on third party computer networks, servers, facilities or computers. The Student agrees to govern himself or herself accordingly.

5. In addition to the restrictions that may exist in the Policies, the Course Materials may only be used for lawful purposes. Transmission, distribution or storage of any material in violation of any applicable law or regulation is prohibited. This prohibition includes, without limitation, material protected by copyright, trademark, trade secret or intellectual property right used without proper authorization, and material that is obscene, defamatory, constitutes an illegal threat, or violates any federal, provincial, or municipal laws.

6. **Liability and Indemnity.** The Student shall be responsible for any loss or damages caused directly or indirectly from his or her use of the Course Materials (whether through the use of the Course Lab or otherwise) and the Course Lab. The Student will indemnify against, and hold harmless the University and its Governors, officers, employees, agents and representatives from all claims, actions, proceedings, costs, damages, and liabilities, including attorney fees, arising out of, connected with, or resulting from the use by the Student of the Course Materials (whether through the use of the Course Lab or otherwise) and the Course Lab. The University shall not be liable for any direct, incidental or consequential costs, losses or damages caused directly or indirectly from the use by the Student of the same or from the Student’s participation in the Course.

7. **Consequences.** A Student found to have violated this Agreement (or a Policy referred to herein) may be subject to disciplinary action which may, without limitation, include the following:

   • Suspension or termination of access to the Course Lab and other Department of Computer Science resources;

   • An “F” mark in the Course;

   • Any legal recourse that may be available to the University, including, without limitation, monetary damages, and/or

   • Where appropriate, criminal prosecution and penalties under Canadian or international law.

8. This agreement is governed by the laws of the province of Alberta, and the Federal laws applicable therein. The Student agrees to submit and attorn to the non-exclusive jurisdiction of the Courts of the Province of Alberta with regard to any disputes that may arise pursuant to this agreement.

9. Student's signature on this agreement is legally binding, whether transmitted by mail or facsimile.

**ACCEPTED AND AGREED TO ON _____________(MONTH) ________ (DAY), 2010.**
Witness

((Student signature)

(Print Student name)